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countries that violate our sovereignty by meddling in our ethnic 
communities; countries that try to exercise repressive control 
over their citizens in Canada who are here on visitor exchanges; 
and countries that seek to prejudice our economic security by 
covertly gaining access to our leading edge technologies.

We do not want to be the place where the terrorists hide after the 
deed is done.

In a sense dealing with the cold war was much easier. It was 
fairly obvious what countries the spies came from. Opposing 
intelligence specialists were extremely familiar with each oth­
er’s habits. There was almost a code of conduct. It was all 
somewhat predictable, almost choreographed. That predictabil­
ity, that order, is not there with terrorism.

Throughout the cold war much of CSIS activity was devoted 
to countering those activities, but that was before the Berlin wall 
fell. What about the new world order? Unfortunately some of the 
new world order is not new. Arms control agreements have been 
negotiated and are substantially reducing the nuclear threat that 
is still there.

The terrorist threat is not diminishing. The technology of 
terrorism is becoming more accessible, more convenient. The 
sources of terrorism remain strong: nationalism, religious and 
political extremism and state sponsored terrorism. There is a 
correlation between the proliferation of terrorism and the prolif­
eration of regional conflict. Regional conflict continues. There 
is also a correlation between ethnic unrest and hatred and the 
proliferation of terrorism.

Other countries continue to conduct espionage operations 
here because the reasons for spying remain strong. Communists 
did not invent spying; the desire for national advantage did. 
Spying is a cheap way to acquire weapons technology whether 
conventional or weapons of mass destruction.

Looking at Asia, the former Soviet Union, eastern Europe, 
Africa and even Northern Ireland, it is clear that unrest will 
continue. Unfortunately Canadians will always be vulnerable. 
Our borders are open and long. We are a wealthy industrial 
society, a good target for extremists, a good place to secure 
equipment, technology and funds. Links of family, emotion, 
ideology and culture exist among millions of Canadians and 
societies abroad. When conflicts grip those countries the echoes 
can be felt here.

The proliferation problem is getting worse, not better. We 
have much of that technology here. It is at our nuclear, chemical 
and pharmaceutical industries; in our electronic sector; and in 
our machine tool capacities. As long as we are an open and 
wealthy country with a leading economy, countries will come 
here to spy and not simply for weapons. Developing countries 
eager to catch up with the rest of world find espionage a highly 
efficient way to modernize their economies. Former communist 
countries may begin to resort to intelligence gathering for the 
same reason. Everyone is after the competitive edge.• (1310)

The concerns of Canada’s security intelligence service are 
several: first, to prevent the spread of homeland conflicts to 
Canada; second, to prevent the exploitation of immigrant coun­
tries for fund raising to support those conflicts; and, third, to 
prevent terrorism or support for terrorism that originates here in 
relation to conflicts abroad.

In conclusion, the motion admonishes the government for not 
having set up a royal commission. I have already mentioned the 
Security Intelligence Review Committee. In addition we have 
established a parliamentary committee to further examine spe­
cific aspects of CSIS.

This is not to detract from what may well have been useful 
exercises, but I have here summaries of various costs of royal 
commissions: aboriginal peoples, $13 million over nine months; 
national passenger transportation, $23 million over three 
months; Citizens’ Forum on Canada’s Future, $23 million over 
eight months; and reproductive technologies, $25 million over 
three years. The list goes on.

The job of CSIS is early warning. It passes that information on 
to the government. Each year hundreds of threat assessments are 
prepared for the government by CSIS. The vast majority of them 
dealt with terrorism. Much of what it does involves dampening 
concerns rather than increasing them.

Let me now turn to the second major priority of CSIS, national 
security. Simply put, this is about spying. Its job is to counter 
that. That is why it is called counterintelligence. The focus is on 
the activities of the organization that are the creatures of foreign 
governments.

Members of the Bloc have accused the government of creating 
deficits on the backs of Quebecers. Here is a clear case of the 
Bloc proposing the wasting of taxpayers’ money on more 
studies that benefit no one. More interesting is the fact that the 
Bloc members, through their own representation on parliamen­
tary committees, are saying they are so inept to carry out 
investigative powers the electorate has bestowed on them that 
we have to pay outside experts to do their jobs.

CSIS is concerned about countries that are one or more of the 
following: potential enemies equipped with weapons of mass 
destruction capable of striking Canada; countries that seek to 
develop such weapons through threat and theft of technology;


