
jurisdiction under section 28 of the Federal Court Act, and that it be entitled to 
review any SIRC report rendered pursuant to section 42 or any report affecting 
the rights of an individual rendered pursuant to section 41, together with all 
relevant documents.

104) The Committee recommends that special procedures be established under the 
CSIS Act and the Federal Court Act to enable SIRC files and documents to be 
transferred to the Federal Court of Appeal without the nature of these 
documents being made public and, where necessary, without even the existence 
or absence of such files being acknowledged.

105) The Committee recommends that SIRC be authorized to receive complaints 
about the conduct of members of the RCMP employed by the Force in national 
security-related matters but be required to forward such complaints to the 
RCMP Public Complaints Commission.

106) The Committee recommends that SIRC be empowered to request the RCMP 
Public Complaints Commission to conduct an investigation into a complaint 
concerning a national security-related matter.

107) The Committee recommends that the House of Commons Standing Committee 
on Justice and Solicitor General establish a permanent sub-committee to deal 
exclusively with security and intelligence matters.

108) The Committee recommends that the functions of the sub-committee be 1) to 
review the budgets of security and intelligence organizations with a view to 
providing reports to such committees as the House of Commons may determine; 
2) to review the work undertaken by SIRC and the Inspector General; and 3) to 
undertake reviews of a general nature regarding security and intelligence 
matters.

109) The Committee recommends that the sub-committee be composed of five 
members.

110) The Committee recommends that a small, expert, full-time research staff with 
its own administrative support staff be specially hired to conduct research and 
to analyze material under the direction of the sub-committee.

111) The Committee recommends that all research and support staff of the 
sub-committee undergo security assessments and that all senior staff be cleared 
to the Top Secret Special Activity level and be placed under an appropriate oath.

112) The Committee recommends that the sub—committee meet in camera in a secure 
environment and that all notes and documents relating to its work be retained 
in a secure environment.
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