
113) The Committee recommends that the Party leaders attempt to ensure continuity, 
security and integrity in membership on the sub-committee for the duration of 
a Parliament.

114) The Committee recommends that, before submitting any report to any other 
committee of the House of Commons or to the House of Commons as a whole, 
the sub-committee develop procedures to establish whether the release of any 
information in such reports could pose a threat to the security of Canada.

115) The Committee recommends that, in the event that the Standing Committee on 
Justice and Solicitor General decides not to establish a sub-committee on 
security and intelligence, section 56 of the CSIS Act and section 7 of the Security 
Offences Act be re-enacted to provide for another parliamentary review five years 
after the tabling of this Report.

116) The Committee recommends that, in the event Parliament opts for another 
five-year review, the CSIS Act and Security Offences Act be amended to provide 
that the Committee established for the purposes of conducting such a review

1) have access to any information under the control of the Service that 
relates to the performance of the duties and functions of the Committee 
and be entitled to receive from the Director and employees such 
information, reports and explanations as the Committee deems 
necessary for the performance of those duties and functions;

2) have the obligation to submit its final report to Parliament, not within 
a predetermined time limit, but only at such a time as the Committee 
considers appropriate; and

3) have its staff security cleared before the start of the review.

117) The Committee recommends that Parliament adopt a National Security Act, 
which would incorporate the CSIS Act, the Security Offences Act and any other 
legislation necessitated by the implementation of the recommendations set out 
in this Report.
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