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Managed access
The inspection team shall take into consideration suggested modifications46.

of the inspection plan and proposals which may be made by the inspected 
State Party, at whatever stage of the inspection including the pre-inspection 
briefing, to ensure that sensitive equipment, information or areas, not 
related to chemical weapons, are protected.
47. The inspected State Party shall designate the perimeter entry/exit points 
to be used for access. The inspection team and the inspected State Party 
shall negotiate: the extent of access to any particular place or places 
within the final and requested perimeters as provided in paragraph 48; the 
particular inspection activities, including sampling, to be conducted by the 
inspection team; the performance of particular activities by the inspected 
State Party; and the provision of particular information by the inspected 
State Party.
48. In conformity with the relevant provisions in the Confidentiality Annex 
the inspected State Party shall have the right to take measures to protect 
sensitive installations and prevent disclosure of confidential information and 
data not related to chemical weapons. Such measures may include, inter alia:

(a) Removal of sensitive papers from office spaces;

(b) Shrouding of sensitive displays, stores, and equipment;

Shrouding of sensitive pieces of equipment, such as computer or(c)
electronic systems;

Logging off of computer systems and turning off of data indicating(d)
devices;

(e) Restriction of sample analysis to presence or absence of chemicals 
listed in Schedules 1, 2 and 3 or appropriate degradation products;

(f) Using random selective access techniques whereby the inspectors are 
requested to select a given percentage or number of buildings of their choice 
to inspect; the same principle can apply to the interior and content of 
sensitive buildings;

(g) In exceptional cases, giving only individual inspectors access to 
certain parts of the inspection site.


